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Introductio n 
 

 

 Document Overview  
 
The Logi Ad Hoc Management Console is the primary management utility for the centralized 
administration of all Ad Hoc Reporting instances. As such, it is version specific and allows the System 
Administrator to create, configure, and manage those instances. 
 
Throughout this document notations regarding differences between the Java and .Net versions of the 
Management Console and Ad Hoc are presented as follows: 
 
Java - 

Java related content 

 
This Guide covers the usage of the Logi Ad Hoc Management Console όǊŜŦŜǊǊŜŘ ǘƻ ŀǎ άǘƘŜ a/έ ƛƴ ǘƘŜ 
remainder of this document). The following information is included in this guide: 

 

¶ Introduction 
o Target Audience 
o  System Requirements 
o  Definitions 

¶ Overview of the Management Console 
o Purpose 
o Navigation 
o Welcome 
o Getting Started 

¶ Management of Ad Hoc Reporting instances 
o Creation of an instance 
o Selecting an instance 
o Updating an instance 
o Repairing an instance 
o Removing an instance 

¶ Configuration of an Ad Hoc Reporting instance 
o Configuration Wizard 
o Metadata Connection 
o Application Settings 
o Scheduling 
o Emailing 
o Archiving 
o Event Logging 
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¶ Report Database Connections 
o Manage Schema Wizard 
o Categorize Data Objects 
o Import Relationships 
o Import Procedures 

¶ Tools 
o Manage Reports 
o Publish Managed Reports 
o Instance Synchronization 
o Diagnostic Scan 
o Cleanup 
o Internationalization 

¶ Miscellaneous 

o Getting Started 

o Welcome 

o Resources 

o About 

¶ Configuration Wizard 

¶ Manage the Management Console 

o Repair 

o Remove 

o Brand 

¶ Contact Us 
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Target Audience  
 
This guide is intended for the system administrator and/or database administrator. The successful 
configuration of an Ad Hoc Reporting instance requires knowledge of networking, database 
technologies, and configuration options intended to simplify the end user experience. 
 
 For additional technical documentation for this or any other Logi Analytics product, please visit our web 
site at http://www.logianalytics.com/support/. 
 
Related Documentation 
 

Document Access; Location 

Logi Ad Hoc Reporting Database 
Administration Guide 

Shortcut; installation 
folder/ahHelp/Database_Admin_Guide.htm 

Logi Ad Hoc Reporting Management 
Console Installation Guide 

Shortcut; installation folder 
/ahHelp/Installation_Guide.htm 

Logi Ad Hoc Reporting Software Integration 
Guide 

Shortcut; installation 
folder/ahHelp/Integration_Guide.htm 

Logi Ad Hoc Reporting System 
Administration Guide 

Shortcut; installation 
folder/ahHelp/System_Admin_Guide.htm 

Logi Ad Hoc Reporting Resource Manager 
Guide 

Shortcut; installation 
folder/ahHelp/Resource_Guide.htm 

Logi Ad Hoc Reporting Internationalization 
Guide 

Shortcut; installation 
folder/ahHelp/Internationalization_Guide.htm 

http://www.logianalytics.com/support/
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System Requirements  
 

Components 

The MC requires the following components installed server-side: 

¶ Windows 2003+ 

¶ Microsoft Internet Information Services (IIS) 6.0+ 

¶ Database(s) for source data 

¶ Database(s) for metadata 

¶ Microsoft .NET Framework 4.0 

¶ Java runtime environment 6.0+ * 
 
* This component is not included as part of the installation of the MC. For certain features of Logi Ad 
Hoc Reporting to function properly, this must be installed both server-side and client-side. 
 
The MC also may require the following: 

¶ Administrative credentials for the Windows Task Scheduler 

¶ Administrative access to an SMTP server 
 

Supported Reporting Databases 

The MC supports the following databases for reporting or as a report definition repository: 

¶ Microsoft SQL Server 

¶ Oracle 

¶ Sybase * 

¶ MySQL 

¶ DB2 * 

¶ Informix *  

¶ PostgreSQL  
 
Note: 

Ad Hoc will generate SQL statements to query the reporting database. An attribute in the 
_Settings.lgx file controls the type of SQL statements (Simple SQL vs. Active SQL). DB2, 
Informix and Sybase are not supported when using Active SQL. 

 
 
Java - 

Oracle, MySQL, and PostgreSQL are the supported reporting DBMSs. 

 

Supported Metadata Da tabases 

The MC supports the following metadata databases: 
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¶ Microsoft SQL Server 

¶ Oracle 

¶ Microsoft SQL Server CE 

¶ MySQL 
 
Java - 

Oracle and MySQL are the supported metadata DBMSs. 

 

Definitions  

Instance  

An Ad Hoc Reporting instance is a web-based application designed to give non-technical users the ability 

to create robust, full featured business intelligence reporting. An instance requires a physical directory, 

virtual directory, metadata database, and the schema of at least one reporting database. 

Metadata Database 

 άaŜǘŀŘŀǘŀέ ƛǎ ŀ ǿƻǊŘ ǘƘŀǘ ǘƘŜ {ȅǎǘŜƳ !ŘƳƛƴƛǎǘǊŀǘƻǊ ǿƛƭƭ ōŜŎƻƳŜ ƛƴǘƛƳŀǘŜƭȅ ŦŀƳƛƭƛŀǊ ǿƛǘƘΦ Lǘ is the 
bridge between the reporting database schema and the Ad Hoc reporting functions, security model, and 
user interface.  
 
One of the initial decisions for the System Administrator is to identify a DBMS and configure the 
metadata database. By default, Ad Hoc uses Microsoft SQL Server Compact Edition (CE) to store the 
metadata. Ad Hoc may also be configured to use SQL Server, Oracle, or MySql as the metadata 
repository.  
 
If a metadata repository other than MS Sql Server CE is chosen or required, the System Administrator 
should configure the metadata database prior to creating and populating an instance of Ad Hoc. Scripts 
are provided to establish the metadata database for each DBMS provider. 

Reporting Database  

A Reporting Database is the data repository or the source of the data for the reports. Some portion of 

the schema of a reporting database must be ported into the Ad Hoc metadata. There is no actual 

reporting data in the metadata database. 

Report Definition Repository  

By default, report definitions are stored in text files in a folder under the installation folder of the Ad 
Hoc instance. For most installations of Ad Hoc this configuration remains the typical configuration.  
 
Ad Hoc also supports the use of a DBMS or an alternative folder to store the report definitions to 
facilitate clustered/shared environments.  
 
If a DBMS oriented report repository is chosen, the System Administrator must configure the table in the 
database before it can be used in Ad Hoc. Facilities are provided within the application to port existing 
reports from the file system to the DBMS report repository. 
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Note: 

The decision regarding whether to use a DBMS and which DBMS for a report definition 
ǊŜǇƻǎƛǘƻǊȅ ƛǎ ƛƳǇƻǊǘŀƴǘ ōŜŎŀǳǎŜ ǘƘŜǊŜ ŀǊŜ ƴƻ ŦŀŎƛƭƛǘƛŜǎ ǘƻ ŜƛǘƘŜǊ άǎǿƛǘŎƘέ ǊŜǇƻǎƛǘƻǊȅ 5.a{Ωǎ ƻǊ 
roll back to the file system at a later date. This decision does not have to be made as part of 
creating the initial instance. Tools are provided to migrate the reports from a folder/file 
storage system to a database repository. 

Active Instance  

The MC allows the System Administrator to manage multiple instances of Ad Hoc from a central 

application; however, only one instance can be managed at a time. The instance that is being managed 

ƛǎ ǘƘŜ ά!ŎǘƛǾŜ LƴǎǘŀƴŎŜέΦ !ƭƭ a/ ŦǳƴŎǘƛƻƴǎ ŀǊŜ ŘƛǊŜŎǘŜŘ ŀǘ ǘƘŜ ŀŎǘƛǾŜ ƛƴǎǘŀƴŎŜΦ 

Active Connection  

Each Ad Hoc instance may be connected to multiple reporting databases. All of the reporting database 

functions are directed toward one of those reporting databases. Within the MC, the current reporting 

database being managed is called the Active Connection. 
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Management Console Overview  
 

Purpose 
 
The MC is designed as a central management facility for Logi Ad Hoc ReportinƎ όǊŜŦŜǊǊŜŘ ǘƻ ŀǎ ά!Ř IƻŎέ 
for the remainder of this document). From the MC, the system administrator may create, upgrade or 
remove instances of Ad Hoc on the same server and configure instances, perform diagnostics, repairs, 
and cleanup archives related to an instance across platforms. 
 
One of the functions of the MC is handling upgrades to newer versions. The MC accomplishes this goal 
by being version specificΦ !ǎ ǇŀǊǘ ƻŦ ǘƘŜ ƛƴǎǘŀƭƭŀǘƛƻƴ ǇǊƻŎŜǎǎ όǎŜŜ ǘƘŜ άInstallation Guideέύ ǘƘŜ ŘŜŦŀǳƭǘ 
program group and physical installation folder both contain version references.  
 
When the MC is used to create or upgrade an instance of Ad Hoc, that instance will be created as or 
upgraded to the same version as the MC.  
 
Note: 

Due to variations in metadata structure and report definitions, Ad Hoc versions are NOT 
backward compatible. 

 
Note: 

Creation and upgrade of instances are ONLY possible on the same server, but other 
management functions can be performed on instances residing on other servers. 

 
Generally the first step in managing an Ad Hoc instance via the MC is to identify the Ad Hoc instance. If 
the MC has been used before, it will retain the association to the instance identified in a prior session 
ǿƘŜǊŜ ǇƻǎǎƛōƭŜΦ LŦ ƴƻ άŎǳǊǊŜƴǘέ ƛƴǎǘŀƴŎŜ ƻŦ !Ř IƻŎ ƛǎ associated with the MC, the Welcome screen will 
be presented and an instance can be selected or created. 
  
Typically, customers create a single instance of Ad Hoc (two if the production and development 
environments are required). They also tend to use the default settings provided by the installation. 
Those settings include: 
 

¶ Installation on a single web server 

¶ Using Sql Server CE for the metadata 

¶ Connecting to a single source database 

¶ Using the file system for storing report definitions 

¶ Using the standard Ad Hoc user authentication method 

¶ Using the Themes and style sheets provided with Ad Hoc 

¶ Using the default Permission packages as delivered 
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¶ No event logging 

¶ No scheduling reports 

¶ No archiving of reports 
 
For these customers, the MC usage is extremely simple. To establish an Ad Hoc instance they must 
perform the following steps: 
 

1) Create an instance of Ad Hoc 
2) Create a connection to a source database 
3) Port the source database schema into the Ad Hoc metadata database 

 
Of course there are additional steps to completely configure the Ad Hoc instance such as specifying 
users/roles and tailoring the reporting schema for their user-base, but at this point a working instance of 
Ad Hoc will have been established. 
 
Java - 

Java configurations must establish the metadata database manually. Scripts are provided to 
assist in the creation of the Oracle and MySQL metadata databases. 
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Management Console Interface  
 
The MC interface is divided into three main panels. 

On the left is the Action Group panel. At the top right is the specific Actions panel. At the bottom right is 

the Target panel.  

 

Action Group Panel  

The Action Group panel generally presents a logical grouping of actions that can be performed on an 

instance. Brief descriptions of the Action Groups follow: 
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 Welcome ς the Welcome Action Group is the initial Action Group selected when the MC is 

launched after installation. It is intended to orient new users and guide them through their first 

experience with the MC or to let experienced users know what is new in this version of the MC. 

 Getting Started ς the Getting Started action group provides links to helpful documentation and 

information for the new user. It also provides a launch point for the Configuration Wizard which 

will lead the new user through the process of creating an Ad Hoc instance. 

 Select or Create and Instance ς this action group, as its name implies, provides tools to locate an 

existing Ad Hoc instance or create a new instance. 

 Instance Configuration ς this action group provides tools to configure features related to an 

instance of Ad Hoc. The Configuration Wizard pulls together many of these tools into a single 

wizard (documented below). Configurable features include the connection to the metadata 

database, various application settings, report database connections, scheduling, email 

notification, archiving and event logging. 

 Report Database Management ς each Ad Hoc instance may have connections to multiple 

reporting databases. This action group provides tools to establish the connection to a reporting 

database, import the schema, categorize the data objects and import existing relationships. 

 Manage an Instance ς this action group provides tools to upgrade or remove an existing Ad Hoc 

instance 

 Tools ς this action group provides tools to get reports into an instance from other Logi Analytics 

applications. Publishing is the technique to provide access to Managed Reporting reports. 

Synchronization is the technique to make reports from an Ad Hoc instance available. In addition, 

diagnostic and cleanup tools are provided. 

 Resources ς this action group provides helpful links to online documentation, videos and the 

Support portal. All of these options are intended to provide answers to questions related to 

using the product. 

 About the Management Console ς this action group provides links to version information, 

release notes, and the Software Usage License Agreement. 
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Target Panel  

The Target panel identifies the active instance that the focus of all of the Management Console 

functions. It also identifies the active reporting database for those related functions.  

From the Target panel, you can change the active instance and the active connection as well as launch 

the Ad Hoc instance and the Upgrade Manager. 

Note: 

The Target panel is not initially visible after a new install of the Management Console since there 
are no active instances at that point. 

Note: 

The Management Console retains information about the last instance and reporting database 
connection used. This information appears in the Target panel when the MC is launched. 

 

Java - 

The URL is not presented in the target panel. 

 

Actions Panel  

The Actions panel will change content depending on the Action Group selected. All of the functions of 

the Management Console are invoked through options presented in the Actions panel. 
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Welcome Screen 
 
When the MC is launched for the first time, there are no instances associated with the MC. The Target 
ǇŀƴŜƭ ƛǎƴΩǘ ǎƘƻǿƴΦ ¢ƘŜ !Ŏǘƛƻƴǎ ǇŀƴŜƭ ǿƛƭƭ ǎƘƻǿ ǘƘŜ ŎƻƴǘŜƴǘ ŦƻǊ ǘƘŜ ²ŜƭŎƻƳŜ ƻǇǘƛƻƴΦ 
 
The intent of the Welcome screen is to assist users new to the MC as well as guide experienced System 
Administrators to helpful resources related to the new version of the MC. 
 
Links to documentation and the most common options for a new version of the MC are provided. 
 

Getting Started Screen 
 
The Getting Started screen is intended to guide a new user through the process of creating an instance 
of Ad Hoc. In addition to links to helpful documentation, the Configuration Wizard may be launched. For 
the first time user, it is highly recommended that the Configuration Wizard is used to create an instance. 
It is designed to present all of the steps required to establish a new instance of Ad Hoc. 
 
Most of the configuration functions available in the MC are also available through the Configuration 
Wizard. As users become more experienced with the MC, the individual configuration options may be 
exercised through the MC interface or the Configuration Wizard can be directed to present the options. 
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Management of Ad Hoc Reporting Instances  
 

Create an Ad Hoc Instance 
 
Creating an Ad Hoc instance consists of establishing the physical folder structure, populating it with 
application files, creating a virtual directory and defining a shortcut to the instance.  
 
The MC provides two techniques to establish an Ad Hoc instance.  
 
The System Administrator could use the Configuration Wizard to create an instance. As part of creating 
the instance, the Configuration Wizard will also present the remaining required configuration steps to 
make the instance usable. The Configuration Wizard is covered fully elsewhere in this document. 
 
The second technique, covered here, is to click on Select or Create an Instance and then on Create a 
New Instance. 
 
Note:  

New instances can only be created on the same server as the Management Console. 

 
The New Instance dialog will be presented: 
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Application Path ς the physical location of the instance folders and files 
 
Virtual Directory Name ς the name of the site managed by the web server 
 
All/Current User ς determines the visibility scope of the shortcut. 
 
Program Group ς ǘƘŜ ƴŀƳŜ ƻŦ ǘƘŜ ǇŀǊŜƴǘ ǎƘƻǊǘŎǳǘ ƎǊƻǳǇΦ ¢ƘŜ ŘŜŦŀǳƭǘ ƛǎ ά[ƻƎƛ !Ř IƻŎ wŜǇƻǊǘƛƴƎέΦ 
 
Shortcut Name ς the name of the link to the instance 
 
All of the fields must be specified. Use the Browse button to launch the Browse for Folder dialog. 
Navigate to the location of the folder into which the instance root folder will be created and click on 
Make New Folder. Enter the folder name and click on OK. The full path of the target folder for the 
instance will be displayed in the Application Path. 
 
Java - 
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Only the Application Path is presented in the dialog. 

 
 
Click on the Create button. 
 
The physical folder structure will be created, permissions on the folders will be set, and the folder will be 
populated with files from the MC folder structure. In addition, an empty metadata database will be 
established as well as the _Settings.lgx file. The virtual directory will be created with the default 
properties and the shortcuts established. 
 
 
Note: 

If the default Sql Server CE metadata database is not going to be used, an alternate metadata 
database must be created and connected to the instance. Scripts have been provided to 
ŀŎŎƻƳǇƭƛǎƘ ǘƘƛǎ ǘŀǎƪΦ {ŜŜ ǘƘŜ ǎŜŎǘƛƻƴ ƻƴ άaŜǘŀŘŀǘŀ /ƻƴƴŜŎǘƛƻƴέ ŦƻǊ ŀ Ŧǳƭƭ ŜȄǇƭŀƴŀǘƛƻƴ ƻŦ 
creating and connecting an alternate metadata database to the instance. 

 
Note: 

After a new instance of Ad Hoc is created, only the requisite application files, shortcuts and 
virtual directory will have been created. The System Administrator must connect and 
configure at least one reporting database to the instance before the instance can be used for 
reporting. The Configuration Wizard, by default, will execute the required processes to 
complete the basic instance configuration. 

 
Note: 

Once an Ad Hoc instance has been created and a reporting schema has been established in the 
metadata database, the instance may be accessed by clicking on the URL displayed in the 
¢ŀǊƎŜǘ tŀƴŜƭΦ ¢ƘŜ ŘŜŦŀǳƭǘ ƭƻƎƛƴ ǳǎŜǊ ƴŀƳŜ ŀƴŘ ǇŀǎǎǿƻǊŘ ŀǊŜ ά!ŘƳƛƴέ ŀƴŘ άǇŀǎǎǿƻǊŘέΦ It is 
highly recommended that the administrator change the password on the initial login. 
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Select an Instance 
 
Although the MC allows the System Administrator to manage multiple instances of Ad Hoc from a 
ŎŜƴǘǊŀƭ ŀǇǇƭƛŎŀǘƛƻƴΣ ƻƴƭȅ ƻƴŜ ƛƴǎǘŀƴŎŜ ƛǎ άŀŎǘƛǾŜέ ŦƻǊ ƳŀƴŀƎŜƳŜƴǘ ŀǘ ŀ ǘƛƳŜΦ ²ƘŜƴ ǘƘŜ MC is launched, it 
will be directed toward the last active instance. The target panel identifies the active instance. 
 
To redirect the MC functions to a different instance, click on Select or Create an Instance and then click 
on Select an Existing Instance. Alternatively, you could also click on the Change link associated with the 
Active Instance in the target panel. 
 
The Select Instance dialog will be presented. 
 

 
 
The drop down list of Application Paths contains the list of instance folders previously accessed by the 
MC.  Either select an instance from the list or browse to the root folder of an instance with the Browse 
button. 
 
Click on the OK button to change the active instance in the MC. 
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Upgrading an Instance  
 
Whenever an instance is selected in the MC, the version of the instance is compared to the version of 
the MC. If the Active Instance is older than the MC, the Active Instance path in the target panel will turn 
red indicating that the instance is a candidate for upgrading to the version of the MC. 
 

 
 
To upgrade an instance of Ad Hoc, click on Manage an Instance and then click on Upgrade Instance and 
the Upgrade Manager dialog will be displayed.  
 

 
 
There are five aspects of the instance that may require attention; Application, Metadata Database, 
Activity Log Database, Report, and Rights. Presence of a red message indicates that an area may need 
attention. 
 
The Application area addresses the folders and files of the instance. Click on the Update button to copy 
the necessary folders and files from the MC to the active instance folder. The Application must be 
upgraded before other aspects of the instance can be upgraded. A prompt will be issued to determine if 
a backup should be taken of the instance. 
 
The Metadata Database area addresses schema and data of the metadata database connected to the 
active instance. Click on the Update button if it is enabled. 
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The Activity Log Database area addresses the schema of the logging table. Click on the Update button if 
it is enabled. 
 
The Reports area addresses internal constructs of the report definitions. It is recommended that the 
reports are fixed by clicking the Update ōǳǘǘƻƴΣ ƘƻǿŜǾŜǊΣ ƛǘ ƛǎƴΩǘ ǊŜǉǳƛǊŜŘΦ ¦ǎŜǊǎ ǿƛƭƭ ǎǘƛƭƭ ōŜ ŀōƭŜ ǘƻ 
create and run new reports. 
 
The Rights area addresses any new rights that have been incorporated into Ad Hoc. Click on the Update 
button if it is enabled. All new rights are added to the System Administration permission package. 
 
Note: 

Whenever a metadata database is connected to an instance, a good practice is to run the 
upgrade manager. This is especially true when the metadata database has recently been 
created and connected to the instance. 

 
Note: 

Customizations are always an issue with virtually any upgrade, including Ad Hoc. It is strongly 
suggested that the Diagnostic tool for the version of Ad Hoc being updated be applied to the 
instance before the upgrade, if the Diagnostic tool is available. The scan results will identify 
which files in the existing version have been modified and are different from the standard 
installation. Once the automated portion of the upgrade has finished, similar customizations 
are usually necessary to complete the upgrade process. 

 

The core process of an upgrade is the copying of all of the files for the version into the folder of the 

target Ad Hoc instance. The copy process is a full overwrite of the corresponding files. The notable 

exceptions are the _Definitions/_Settings.lgx and the Database/ahData.sdf file and files in the ahCustom 

directory. Consequently it is critical that the System Administrator know the extent and content of the 

customizations to an Ad Hoc instance and is prepared to re-apply the customizations as necessary. 

It is also noted that the virtual directory and shortcuts related to the updated Ad Hoc instance will 

remain unchanged. Of course if there are version references in the naming conventions for these 

entities or if they need reorganization, the System Administrator may manually make the necessary 

adjustments. 
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Repairing an Instance  
 
If it has been determined that an instance has possibly become corrupt, the folders and files can be 
repaired by using the Upgrade Manager. After selecting the instance, click on Manage an Instance and 
then click on Upgrade Instance and the Upgrade Manager dialog will be displayed. 
 

 
 
To repair the active instance, click on the Repair button in the Application area.  A prompt will be issued 
to determine if a backup should be taken of the instance. 
 
The Upgrade Manager will copy the application folders and files from the MC to the active instance. 
 
!ǎ ǿƛǘƘ ά¦ǇƎǊŀŘƛƴƎ ŀƴ LƴǎǘŀƴŎŜέΣ ǘƘŜ {ȅǎǘŜƳ !ŘƳƛƴƛǎǘǊŀǘƻǊ ǎƘƻǳƭŘ ōŜ ŀǿŀǊŜ ƻŦ ŀƴȅ ŎǳǎǘƻƳƛȊŀǘƛƻƴǎ ǘƻ 
ǘƘŜ !Ř IƻŎ ƛƴǎǘŀƴŎŜΦ ¢ƘŜ ǊŜǇŀƛǊ ǇǊƻŎŜǎǎ ǿƛƭƭ ǇǊŜǎŜƴǘ ŀ ƭƛǎǘ ƻŦ άƴƻƴ-ǎǘŀƴŘŀǊŘέ ŦƛƭŜs that are about to be 
overwritten. In addition, the process will prompt the System Administrator to make a backup of the 
instance. 
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Removing an Instance  
 
To remove the active instance, click on Manage an Instance and then click on Remove Instance. The 
following confirmation dialog will be presented: 
 

 
 
Click on the Yes button to confirm removal of the active instance. Since there will be no active instance 
immediately after removal of the instance, the target panel will not be shown in the MC interface. 
 
Note: 

This removes only the active instance. This does not remove the MC. For instructions 
regarding removal of the MC, refer to the Manage the Management Console / Remove section 
of this Guide. 
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Backing Up an Instance  
 

The Backup utility will create a compressed file (zip) with all of the physical files and metadata 

associated with the instance. The backup utility provides the option to include archived reports and to 

encrypt and provide password protection of the backup file. 

To create a backup of the active instance, click on the Manage an Instance action group and the Backup 

Instance action. The following dialog will be presented: 

 

Either enter a fully qualified path and filename for the backup file or click on the Browse button to set 

the location. 

To include the report archives for the instance in the backup file, enable the Backup Archives checkbox. 

To encrypt the resultant backup file, enable the Encrypt Backup checkbox. 

To password protect the resultant backup file, enable the Encrypt Backup checkbox and enter the same 

password information in the Enter Password and Reenter Password text boxes. 
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Note: 

Backup files should be managed by the System Administrator. It is suggested that regular 
backups are taken and the files placed in folders outside of the instance folder. The backup file 
contains all of the information to completely replicate an instance as a snapshot in time. 

Note: 

The restore process will NOT overwrite an existing instance or virtual directory. The restore 
process will create an entirely new instance to the extent possible. 

Note: 

It is recommended that user activity is suspended for the duration of the backup process. 
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Restoring an Instance  
 

The Restore utility will use a previously created backup file to replicate an instance in a new location. 

Replicating an instance is not as simple as restoring files to a new location. The process must: 

¶ Replicate the instance folder contents in a new location 

¶ Create a new virtual directory or site 

¶ Adjust the _Settings.lgx file to account for the new location and other revised configuration 

options 

¶ Create new shortcuts to the new instance 

¶ If the metadata database in the source instance is SQL Server, Oracle, or MySQL, it must be 

either be replicated in a new structure or converted to SQL CE 

¶ If the reports  in the source instance are not in the standard location, new repositories must be 

created 

¶ Allow the configuration of event logging, scheduling, email and archives 

Essentially the restore process is using the core information from one instance to create an entirely new 

instance. Seasoned Ad Hoc System Administrators will recognize the purpose and content of the various 

dialogs that may be presented during the restore process. Not all of the dialogs presented below are 

presented during the restore. The dialogs that are presented are reflective of the configuration of the 

source Ad Hoc instance. 

Note: 

The Restore utility cannot be used to overwrite an existing instance. If the result of the 
restoration is intended to replace an existing instance, all related parts of the existing instance 
must be removed or renamed prior to the restoration process. 

 

Note: 

It is highly recommended that the System Administrator configure the restored instance as a 
wholly separate instance. This will prevent maintenance on other instances from impacting 
the newly restored instance. 

 

Note: 

The Restore utility will verify the product version. Only backup files from the same version as 
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the Management Console will be permitted to be restored. 
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Click on the Manage an Instance action group and the Restore Instance action to initiate the restore 

process. The following Restore Instance dialog will be presented: 

 

Identify the Backup File that is to be used as the source of information for the restoration process by 

either entering a fully qualified path to the file or clicking on the Browse button. 

If the backup file was created with password protection, enter the password in the Password textbox. 

Set the target location of the restored instance by either entering a fully qualified folder in the Restore 

Location textbox or clicking on the Browse button and creating a new folder at the appropriate location. 

Set target virtual directory name for the restored instance in the Virtual Directory Name textbox. 

Identify the shortcut properties for the restored instance by entering the Program Group and Shortcut 

Name and determine the scope of the shortcut. 

Click on the Next button to continue the Restore Instance process. 
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Note: 

The Restore Location folder must be empty. The Virtual Directory and Shortcut Name must be 
unique. 

 

If the metadata database in the source instance was SQL Server, Oracle, or MySQL the restore utility will 

present a Metadata Database Connection dialog to allow the System Administrator to specify the target 

location for the metadata for the new instance. 

 

Select the Use Default SQL CE Database option if that is appropriate for the newly restored instance. 

Most System Administrators will opt to keep the metadata in a DBMS similar to the source instance. If 

that is the case, the System Administrator must create the metadata schema in the same manner they 
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had to for the source instance. If the source instance metadata was in SQL Server, Oracle, or MySQL the 

System Administrator must create a repository for the metadata in the new instance. 

Note: 

To establish a new repository for the metadata, use one of the scripts provided in the 
Database folder of the source instance.  They are DBMS specific and are named 
ahMetadata_CreateUpdate_SQLServer, ahMetadata_CreateUpdate_Oracle, and 
ahMetadata_CreateUpdate_MySQL. 

 

Select the Use Another Supported Database option to direct the restore utility to save the metadata 

information in the new location. Either enter the connection string for the metadata database by 

clicking on the Edit Connection String button or exercise one of the connection wizard links. 

Verify the new connection string by clicking on the Test button. 

Click on the Next button to continue the Restore Instance process. 
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If the report definitions were stored in a non-standard repository in the source instance, the restore 

process will allow the System Administrator to configure the repositories in the new instance. 

The Report Repository dialog will be displayed. 

 

The initial options presented in this dialog mirror the configuration of the source instance. If the 

repositoriŜǎ ǿŜǊŜ άǎǘŀƴŘŀǊŘέ ƛƴ ǘƘŜ ǎƻǳǊŎŜ ƛƴǎǘŀƴŎŜΣ ǘƘŜ Standard option will be selected. 

Select one of the available options for the report repository.  

To specify an Alternative Path, either enter a fully qualified folder path or click on the Browse button to 

establish a new folder for the report files. 

Click on the Configure Database button to identify the database used for the report definitions and to 

define the SQL commands used to manage the report table. 

Click on the Next button to display the next dialog in the Restore Instance utility. 
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In the above example, the report definitions were stored in a database in the source instance. When the 

information is restored it is expected that the target instance will also store the report definitions in a 

database. The following dialog with the requisite two tabs will be presented when the Configure 

Database button is clicked. 
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The Connection tab allows the System Administrator to set the connection string to the table in a 

database that acts as a report repository. The External Definition Settings tab identifies the table, 

columns and SQL statements that are used to manage the report definitions. 

Configuration of a database report repository is more fully covered in the Application Settings section of 

this guide. 

Note: 

In order to establish a connection to a new database report repository, the System 
Administrator must have previously created the table/columns in the database to store the 
report definitions. There are no scripts provided to create the required structure. The Report 
Name column should be the equivalent of varchar(255). The Report Definition column should 
be the equivalent of varchar(max). The credentials used in the connection string must grant 
the privileges necessary to maintain the data. 
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If the source instance had report scheduling enabled, the Restore Instance process will present the 

Configure Scheduling dialog to let the System Administrator identify the scheduler service and 

credentials. 

 

Select the Scheduler Method and provide the credentials to allow schedules to be stored. Click on the 

Test Scheduler Settings button to verify that the credentials allow new scheduled to be created. 

Note: 

The Restore Instance process will create all new schedules for the backed up, scheduled 
reports. The new schedules will be created using the specified scheduler service. 
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If the source instance was configured with an associated archive structure, the Restore Instance process 

will present the Configure Archiving dialog. 

 

The Configure Archiving dialog allows the System Administrator to identify the reporting database, 

physical archive folder, the associated virtual directory, select the archive format and enable archiving 

for the reporting database. 

 

On the left is the list of report databases connected to the instance of Ad Hoc. Archiving is configured 

and enabled at the database level. To select a database, click on a row in the report database list. To 

select all report databases, click on the upper left corner of the list. 

 

To enable/disable archiving for all reporting databases, click on the Enable header. 

 

The Archive Report Format drop-down list will display the five archive formats (HTML, PDF, EXCEL, 

WORD and CSV). 

 

The Archive Folder attribute identifies the full path of the archive physical folder. Click on the Browse 

button to either select a folder or create a new folder. 

 

The Archive Web Path URL attribute identifies the web server and virtual directory for the archive. 
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The Auto Archive checkbox determines whether all scheduled reports will be automatically archived for 

the reporting database. The scheduling interface within Ad Hoc will have the Archive and Format pre-set 

and non-editable if the Auto Archive checkbox is enabled. 

 

The Apply Changes button will become enabled when the information in the three attributes changes. 

Click on the Apply Changes button to record the changes to the archive information for the selected 

databases. 

 

Click on the OK button to confirm any unsaved changes and dismiss the dialog. 

 

Once the archiving parameters havŜ ōŜŜƴ ǎŜǘΣ ǘƘŜ !Ř IƻŎ ƛƴǎǘŀƴŎŜ ǿƛƭƭ ŜƴŀōƭŜ ǘƘŜ άAdd to Archiveέ 

option from the schedule definition page and show a Show Archive action for each report in the report 

lists for which an archived report exists. 

 
Note: 

Each reporting database may have a unique archive physical and virtual folder and store the 
reports in a different format. They may also share the archive configuration. 
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Once all of the required Restore Instance steps have been addressed, the final Finish dialog is 

presented. 

 

This dialog allows the System Administrator to review the log file that was created during the 

restoration process.  An sample excerpt of a log file is presented below. 

 

The log file is created in the Log folder of the restored instance. The generic log file name is 

RestoreLog_*.html.  
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The dialog also allows the System Administrator to launch the newly created application. 

Clicking on the Finish button will terminate the Restore Instance process.
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Configuration of an Ad Hoc Reporting Instance  

 

Configuration Wizard  
 
The Configuration Wizard leads the System Administrator through a series of dialogs to configure the 
active instance. Which dialogs are presented may be determined automatically by the MC or may be set 
by the System Administrator manually.  
 
The Configuration Wizard is aware of the status of an instance and will automatically guide the System 
Administrator through the basic steps necessary to configure a working instance of Ad Hoc Reporting. 
The required steps are: 
 

¶ Create the physical folders for the application 

¶ Populate the folders with application files 

¶ Create and configure the virtual directory 

¶ Create the shortcuts to the application 

¶ Establish a connection to a reporting database 

¶ Import the schema of the reporting database 

¶ Provide user-friendly names for the objects and columns 

¶ Categorize the objects 
 
The Configuration Wizard may be launched several ways in the MC: 
 

¶ Click on Welcome and either the new Ad Hoc Instance link or the Configuration Wizard link. 

¶ Click on Getting Started and then Configuration Wizard 

¶ Click on Instance Configuration and then Configuration Wizard 
 
All of the core dialogs of the Configuration Wizard may be exercised individually by clicking on any of the 
actions presented when the Instance Configuration action group is clicked. 
 
Note: 

²ƘŜƴ ǘƘŜ /ƻƴŦƛƎǳǊŀǘƛƻƴ ²ƛȊŀǊŘ ƛǎ ƭŀǳƴŎƘŜŘΣ ƛǘ ŘŜǘŜǊƳƛƴŜǎ ǿƘŀǘ άƴŜŜŘǎ ǘƻ ōŜ ŘƻƴŜέ ŦƻǊ ǘƘŜ 
ƛƴǎǘŀƴŎŜΦ CƻǊ ŜȄŀƳǇƭŜΣ ƛŦ ǘƘŜǊŜ ƛǎ ƴƻ ŀŎǘƛǾŜ ƛƴǎǘŀƴŎŜ ǘƘŜ άbŜǿ LƴǎǘŀƴŎŜέ ŘƛŀƭƻƎ ƛǎ ƭŀǳƴŎƘŜŘΦ ¢ƘŜ 
/ƻƴŦƛƎǳǊŀǘƛƻƴ ²ƛȊŀǊŘΩǎ ǘȅǇƛŎŀƭ ƛƴƛǘƛŀƭ ŘƛŀƭƻƎ ƛǎ ǇǊŜǎŜƴǘŜŘ ōŜƭƻǿΦ 
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The first formal dialog of the Configuration Wizard identifies the instance and gives an indication of the 

areas that may need to be addressed.  

 

The Advanced Options button allows the System Administrator to pick the configuration options that 

the Configuration Wizard will lead them through. The Configuration Wizard will always, by default, 

present the dialogs necessary to complete the minimum requirements for a working instance of Ad Hoc.  

Java - 

The URL of the Ad Hoc instance will not be presented in the dialog. 
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The Advanced Options dialog allows the System Administrator to include additional dialogs in the 

/ƻƴŦƛƎǳǊŀǘƛƻƴ ²ƛȊŀǊŘΩǎ process. 

  

The configuration steps that require completion will be checked automatically. 

Metadata Connection presents a dialog to change and test the metadata database connection string. 

Import Schema presents the dialogs to import and manage the metadata database content related to 

the reporting database schema. 

Categorize Data Objects presents the dialog to create categories of data objects and assign data objects 

to them. 

Import Relationships presents the dialog to import join relationship information from the reporting 

database to the metadata database. 

Configure Scheduling presents the dialog to identify the scheduling method, provide credentials and 

enable scheduling for each reporting database connection. 

Configure Emailing presents the dialog to identify the SMTP server, provide the credentials and 

configure the email notification for each reporting database connection. 
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Configure Archiving presents the dialog to identify the archive repository and format and to enable 

archiving for each reporting database. 

Configure Event Logging presents the dialog to connect to a logging database, enable logging and select 

the events to be tracked. 

Each of these options is documented in their respective sections of this Guide. 

Click on the Next button to go through the identified Configuration Wizard processes.  
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Metadata  Connection  
 
Before establishing an instance of Ad Hoc, the System Administrator must determine the best 

repository for the Ad Hoc metadata. By default Ad Hoc uses a Sql Server CE database. The System 

Administrator may decide that SQL Server, Oracle, or MySQL would fit into the computing environment 

better. 

 
Prior to connecting an alternative metadata database, the System Administrator must build the 

database. As part of the Ad Hoc installation, scripts are provided that assist in the creation of the 

database. The scripts are located in the Database folder of the installation folder. Application of the 

scripts is fully documented in the Logi Ad Hoc Reporting Creating/Updating the Metadata Database 

Schema document, also located in the Database folder.  

Once the database has been established, the System Administrator can configure the Ad Hoc instance to 

use the new metadata database by clicking on Instance Configuration and then clicking on Metadata 

Connection. The following dialog will be presented: 

 
 



  Page 45 

Note: 

This operation should only have to be performed once. Typically, the only time this option is 
used after the initial configuration is in the event the credentials or the location of the 
metadata database changes. 

 
Java - 

The supported metadata DBMSs are Oracle and MySQL. Connection links will be presented for 
these DBMSs. The metadata database must have been previously created. Scripts are provided in 
the Database folder of the Ad Hoc instance and the Management Console for this purpose. 

 
The general usage of this dialog is to 1) build a connection string to the metadata database using any of 
the connection links provided or enter the string manually and 2) test the connection string. 
 
The Migrate to a Supported Database button, as the name implies, allows the System Administrator to 
migrate the metadata to a different metadata database. The most frequent usage is converting the 
metadata from the default SQLCE database to SQL Server, Oracle or MySQL. As outlined above, the 
target database should have been established with the scripts provided prior to the migration. 
 
The OLEDB Connection link presents the Data Link Properties dialog.  
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Complete the information on the Provider and Connection tabs and click on the OK button to return to 
the Metadata Database Connection dialog. 
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The MySQL Connection link presents the Build MySQL Connection String native provider dialog. 
 

 
 
Fill in the required information and click on the OK button to return to the Metadata Database 
Connection dialog. 
 
 
The Oracle Connection link presents the Build Oracle Connection String native provider dialog. 
 

 
 
Fill in the required information and click on the OK button to return to the Metadata Database 
Connection dialog. 
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The SQLCE Connection link presents the Build SQL CE Connection String dialog. 
 

 
 
Either enter the full path to the ahData.sdf file or click on the Browse button to find it. Click on the OK 
button to return to the Metadata Database Connection dialog. 
 
As an alternative to using any of the provided links to specify the connection string to the metadata 
database, the System Administrator could click on the Edit Connection String button to manually enter 
the connection string. The Set Database Connection String dialog will be presented. 
 

 
 
This is particularly useful when the connection string is known or the changes to the string are minor, 
such as credential changes. Click on the OK button to return to the Metadata Database Connection 
dialog. 
 
To verify that the connection string is directed to a valid database, click on the Test button. 
 
Click on the OK button to post the connection string to the _Definitions/_Settings.lgx file in the active 
instance folder. 
 
Note: 
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The credentials supplied in the connection string for the metadata database must provide 
άŀŘƳƛƴƛǎǘǊŀǘƻǊ-ƭƛƪŜέ ǇŜǊƳƛǎǎƛƻƴǎ ǘƻ ǘƘŜ ŘŀǘŀōŀǎŜΦ ¢ƘŜ ǎȅǎǘŜƳ Ƴǳǎǘ ōŜ ŀōƭŜ ǘƻ ŀdd, update and 
remove data as well as alter the schema of the metadata database. 

 
Note: 

Whenever an alternate metadata database is created and connected to an instance, it is 
imperative that the Upgrade Manager is launched to check for any new, required information 
such as Rights. /ƭƛŎƪ ƻƴ άaŀƴŀƎŜ ŀƴ LƴǎǘŀƴŎŜέ ŀƴŘ ά¦ǇƎǊŀŘŜ LƴǎǘŀƴŎŜέ ǘƻ ƭŀǳƴŎƘ ǘƘŜ ¦ǇƎǊŀŘŜ 
Manager. 
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Application Settings  
 

The Application Settings dialog allows the System Administrator adjust the core configurations for the 

active instance. The following dialog will be displayed: 

 

The settings are organized into six tabs. 

The General tab is used to brand the active instance with company information, set the internal 

identification of the instance and the fiscal year start date and specify the locations of backup folders. 

The UI Features tab is used to control various aspects of the user interface for the active instance. 

The Reporting Options tab is used to change where report definitions are stored. 
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The Reporting Features tab is used to set the report encoding format and default date reformat and 

ŜƴŀōƭŜ ǘƘŜ άƭƛǾŜ ǇǊŜǾƛŜǿέ ŦŜŀǘǳǊŜ ŀƴŘ ŘŜōǳƎƎƛƴƎΦ 

The Other Features tab provides easy access to configuration of scheduling, email, archiving and event 

logging as well as enabling the use of organizations within the active instance. 

The Security tab is used to set options related to password management and strength. 

To reset all values in the Application Settings dialog back to their original configuration, click on the 

Restore Defaults button. 

When all of the application settings have been specified, click on the OK button to save the values. 

The individual tabs are described in more detail below. 
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General Tab (displayed above) 

The Company Name will be displayed in the caption of the browser window when a report is run. 

The Product Name will be displayed in various dialogs and captions in the MC as well as the 

Configuration page of the Ad Hoc user interface. 

The Instance ID is used to differentiate between instances of Ad Hoc for the Logi Ad Hoc Scheduler 

service. 

The First Day of the Fiscal Year ƛǎ ǘƘŜ ōŀǎƛǎ ŦƻǊ ŀƭƭ ƻŦ ǘƘŜ ƴŀƳŜŘ άŦƛǎŎŀƭέ ŦǳƴŎǘƛƻƴǎ ƛƴ !Ř IƻŎΦ 

The Report Backup Folder is an alternate location for the changed or deleted report definitions. The 

default location is the instance root/_Definitions/_Reports/_Backup folder. 

The Configuration Backup Folder is an alternate location for the configuration backup(s) that contain the 

_Settings.lgx file and the metadata databases, if the default metadata database is used. The default 

location is in the instance root/Database folder. 
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UI Features Tab 

Clicking in the UI Features tab will display the following: 

 

 

Show menu and submenu bars allows the System Administrator to control the display of the elements at 

the top of the Ad Hoc user interface. The logo, reports, profile, configuration and other elements of the 

top menu bar are all affected. 

Grid Paging determines if and when a paging control will be displayed to help navigate grids. 

Report View Target determines how the browser should behave when a report is run. 

Search Box determines if the search function is enabled and when it should be displayed. 

The List no-access reports option determines whether restricted reports are shown in the report lists as 

άŘƛǎŀōƭŜŘέ ƻǊ ŜƭƛƳƛƴŀǘŜŘ ŦǊƻƳ ǘƘŜ ƭƛǎǘΦ 
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Reporting Options Tab 

Clicking on the Reporting Options tab will display the following: 

 

The Report Repository frame presents the three options for the storage location of the report 

definitions. The ability to specify alternate folder locations for application generated files compliments 

installations that utilize a distributed server configuration for load balancing. This would normally be an 

installation of Ad Hoc some place accessible by all other instances. 

¶ The Standard default location is the instance root/_Defintions/_Reports folder.  

¶ An Alternative Path for the report definitions can be set by clicking the Browse button and 

either selecting or creating a target folder in the Browse for Folder dialog.  The Alternative Path 

option must also be selected. 
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¶ The Database option allows the report definitions to be stored in a database. Prior to 

configuring this option, the System Administrator must create a table in a supported DBMS with 

two columns; one to store the report name and the other the report definition.  

 

Dashboard personal preferences are stored in files in the instance root/ahSavedDashboards by default.  

To facilitate the configuration of Ad Hoc for a clustered environment, the System Administrator may 

specify an Alternative Path for the Dashboard Personalization Repository by clicking on the Browse 

button and either selecting or creating a target folder. 

Clicking on the Configure Database button will display the following dialog: 

 

The Connection tab allows the System Administrator to specify a connection string to the database of a 

table intendŜŘ ǘƻ ǎǘƻǊŜ ǘƘŜ ǊŜǇƻǊǘ ŘŜŦƛƴƛǘƛƻƴǎΦ {ǳǇǇƻǊǘŜŘ 5.a{Ωǎ ƛƴŎƭǳŘŜ {ǉƭ {ŜǊǾŜǊΣ hǊŀŎƭŜ ŀƴŘ aȅ{ǉƭΦ 

The credentials supplied in the connection string to the reporting repository must provide sufficient 

permissions to execute SELECT, INSERT, UPDATE and DELETE statements on the specified 

database/table. 
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Note: 

A valid database connection must be established before the External Definition Settings can 
be validated and saved. 

 

The External Definition Settings tab identifies the table and columns to be used as the report definition 

repository and the SQL statements used to manage the information.  

 

Once the Table Name, Report Name Column and Report Definition Column have been specified, clicking 

on the Auto Generate Procedure SQL link will populate the four SQL management statements to be 

used to maintain the new table. 

Note: 

The MC will generate the SQL Procedures for the three supported databases; Sql Server, 
hǊŀŎƭŜ ŀƴŘ aȅ{ǉƭΦ hǘƘŜǊ 5.a{Ωǎ Ƴŀȅ ōŜ ǳǎŜŘΤ ƘƻǿŜǾŜǊΣ ǘƘŜ {ȅǎǘŜƳ !dministrator will be 
required to enter the management procedures manually. 
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As an example, after clicking on the Auto Generate Procedure SQL link for a Sql Server database 

άwŜǇƻǊǘ5ŜŦƛƴƛǘƛƻƴǎέ ǘŀōƭŜ ǘƘŀǘ Ƙŀǎ άCƛƭŜbŀƳŜέ ŀƴŘ ά5ŜŦƛƴƛǘƛƻƴέ ŎƻƭǳƳƴǎΣ ǘƘŜ External Definition Settings 

tab would appear as: 

 

Although the syntax varies by DBMS, the Report Name Column data type should be the equivalent of 

varchar(255) and the Report Definition Column data type should be the equivalent of varchar(max) or a 

memo field. 

Click on the Move existing reports to database checkbox to have the report definitions moved from the 

file system to the database repository. 

Click on the Save button to retain the information in the _Settings.lgx file of the active instance and 

return to the Application Settings dialog. 

Note: 

The physical report definition files are deleted from the instance root/_Definitions/_Reports 
folder upon successful completion of the configuration. Additionally, when this option is 
enabled the option to modify published reports will be disallowed. 
 
 



  Page 58 

Reporting Features Tab 

Clicking on the Reporting Features tab will display the following: 

 

The Encoding drop down list allows the System Administrator to set the encoding type for the report 

definitions. The default encoding is UTF-8. This value is placed in the XML tag at the top of the report 

definition file. 

The Default Date reformat value determines the internal format of dates that are passed in the 

application. This does not impact the displayed date format based on browser settings. 

The Live Preview feature may be enabled by checking the Show Live Preview option. Live Preview 

presents a panel in the Ad Hoc Report Builder that displays a portion of the report as it is being defined. 
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Report debugger links allows the System Administrator to enable report debugging. When this is 

ŜƴŀōƭŜŘΣ ŀ ά5ŜōǳƎ ǘƘƛǎ ǇŀƎŜέ ƭƛƴƪ ǿƛƭƭ ōŜ ŘƛǎǇƭŀȅŜŘ ŀǘ ǘƘŜ ōƻǘǘƻƳ ƻŦ ŀƭƭ ǊŜǇƻǊǘǎ ǘƘŀǘ ŀǊŜ ǊǳƴΦ /ƭƛŎƪƛƴƎ ƻƴ 

the link in the report will present a debug log. 

Multiple Data Sources allows the end user to base reports on more than one data source. Typically 

reports are based on a single data source. 

Multiple Connections enables the option to include data from different reporting databases in a report. 

In the Report Builder interface of Ad Hoc, thŜ ŘŀǘŀōŀǎŜ ŦƛƭǘŜǊ ǿƛƭƭ ƻŦŦŜǊ ŀƴ άό!ƭƭύέ ƻǇǘƛƻƴΦ ²ƘŜƴ ǘƘŜ άό!ƭƭύέ 

option is selected during report creation, the end user is given the option to select data objects and 

columns for the display elements from any of the reporting databases to which the user has access. 

Note: 

If the Multiple Connection option is enabled, the ability to enable/disable scheduling, email, 
and archiving on an individual reporting connection basis is removed. In other words, these 
three features are enabled /disabled for all reporting connections used in the instance. 
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More Features Tab 

Clicking on the More Features tab will display the following: 

 

The Multiple Organizations checkbox allows the System Administrator to determine whether the user 

community for the instance should be divided into Organizations. Ad Hoc treats organizations like 

separate companies. Reports are not permitted to be shared across organizations. Every Ad Hoc user 

must be a member of one and only one organization. 

The Unique report/folder name checkbox determines whether duplicate report and folder names are 

permitted in the instance. If this setting is enabled on an instance containing duplicate folders and/or 

reports, a dialog will be presented that allows the System Administrator to adjust the names. 

This tab also provides quick links to configure scheduling, email, archiving and logging. Each of these 

features is documented elsewhere in this Guide. 
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Security Tab 

Clicking on the Security tab will display the following: 

 

The System Administrator can determine if users are permitted to change their passwords through the 

Ad Hoc user interface by checking the Allow users to change their password checkbox. 

Users may be forced to change their password by checking the Require password change at logon 

checkbox. The time between required password changes may be set in the Change frequency attribute. 

The remaining attributes impact the password strength dictated by the company security requirements. 
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Scheduling 
 
Ad Hoc supports the scheduled execution of reports. The System Administrator must configure the Ad 

Hoc instance to enable scheduling. There are two major steps in the configuration of scheduling; setting 

the credentials for the scheduler and enabling scheduling for each database connection. 

 

Note: 

Scheduling refers to the unattended execution of a report and configuration of the scheduling 
service. Delivery of a scheduled report to end users is handled through email. Refer to the 
Emailing section for configuration information for an SMTP server. 

Both the scheduler service and the SMTP server access must be configured and enabled for 
reports to be scheduled through the Ad Hoc interface. If configured properly and enabled, the 
ά{ŎƘŜŘǳƭŜέ ŀŎǘƛƻƴ ǿƛƭƭ ōŜ ŀǾŀƛƭŀōƭŜ ƻƴ ǘƘŜ ǊŜǇƻǊǘ ƭƛǎǘ ǇŀƎŜ ƻŦ ǘƘŜ ƛƴǎǘŀƴŎŜΦ 

 

The Configure Scheduling dialog may be accessed by 

¶ Clicking on Instance Configuration and then Scheduling 

¶ Running the Configuration Wizard and selecting Scheduling under the Advanced Options button 

¶ Clicking on Instance Configuration, then Application Settings, then the Other Features tab, and 

then the Configure Scheduling button 
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The Configure Scheduling dialog will be displayed.  

 

 
 

The first decision for the System Administrator will be to use either the Windows Task Scheduler or the 

Logi Ad Hoc Scheduler Service. The primary benefits of using the Logi Ad Hoc Scheduler Service are 1) 

that it supports scheduling in a clustered environment and 2) makes schedules easier to move in the 

event the instance is migrated to a different server. 

 

If the Windows Task Scheduler (WTS) is chosen, the dialog displayed above will need to be completed. 

 

The Scheduler Account and Password provided must provide άŀŘƳƛƴƛǎǘǊŀǘƻǊέ ǇŜǊƳƛǎǎƛƻƴǎ ǘƻ ǘƘŜ WTS 

sufficient to create, update and delete schedules. 
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Java - 

The Logi Scheduling Service is the only option available. 

 

If the Logi Ad Hoc Scheduler Service is selected by clicking on the option, the dialog will change to 

 

 
 

 

The Server Name is the server where the Logi Ad Hoc Scheduler Service is installed. 
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The Password and Port Number must match the attributes in the _Settings.lgx file found in the root 

folder of the Logi Ad Hoc Scheduler Service. Following is the typical XML content of that _Settings.lgx 

file: 

 
<Setting>  

  <RemoteApi Port="56111 " PassKey="myKey" />  

</Setting>  

 

 

 

The Test Scheduler Settings button uses the credentials provided to create and remove a test schedule 

to verify the information. 

 

In the bottom of the dialog is a panel with a list of database connections. Scheduling is managed at the 

reporting database level. To enable scheduling for reports based on a connected reporting database, 

check the checkbox associated with the connection name. To enable or disable scheduling for all 

connected reporting databases, click on the Enable column header. 

 

Note: 

If Multiple Connections is enabled, the list of reporting database will not be displayed. In this 

case scheduling may be enabled/disabled for the Ad Hoc instance, not by reporting connection. 

 

Click on the OK button to confirm the scheduling configuration information. 

 

Note: 

For information on how to install and configure the Logi Scheduler, see the online document 

Introducing the Logi Scheduler for Ad Hoc. 

 

Switching Between Schedulers 

In most environments, once the scheduler service has been configured and users have scheduled 

ǊŜǇƻǊǘǎ ǘƘŜ ŜƴǾƛǊƻƴƳŜƴǘ ŘƻŜǎƴΩt typically change, however, there may be reasons to switch from one 

scheduler service to another. 

Mechanically, the process is very simple and can be accomplished by selecting the opposite scheduler 

service and providing the necessary credentials. 

In that event, the MC will migrate the schedule information to the target scheduler service. The WTS 

scheduler retains scheduling information on the server. The Logi Scheduler retains the information in a 

database within the physical folder of the service. 
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Emailing  
 

Ad Hoc delivers scheduled reports and other notifications via email. The two core configuration steps 

related to emailing are 1) identification and credentials for the SMTP server and 2) configuring the email 

notifications for each reporting database connected to the instance. 

The Email Configuration dialog may be accessed by 

¶ Clicking on Instance Configuration and then Emailing 

¶ Running the Configuration Wizard and selecting Emailing under the Advanced Options button 

¶ Clicking on Instance Configuration, then Application Settings, then the Other Features tab, and 

then the Configure Emailing button 

 

The Email Configuration dialog will be displayed.  
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The Email Server Settings frame will display the configuration information for the SMTP server. To 

identify the SMTP server and set the access credentials, click on the Edit Email Server Settings button. 

The Email Server Settings dialog will be displayed. 

 

It is presumed that the System Administrator knows the SMTP server and configuration settings to 

complete the dialog. The SMTP server credentials must be sufficient to permit sending emails via relay. 

The Test SMTP Settings button will verify the configuration by sending a test email to an email address. 

The SMTP Test dialog will be displayed. 
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9ƴǘŜǊ ǘƘŜ άCǊƻƳέ ŀƴŘ ά¢ƻέ addresses and click on the Send Message button to verify the SMTP settings. 

Click on the Close button to dismiss the dialog. 

The OK button will save the SMTP configuration settings and return to the Email Configuration dialog. 
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The Database Specific Settings frame allows the System Administrator to configure email notifications 
for each reporting database connected to the instance. 
 
On the left is a list of the reporting databases. On the right is a tabbed dialog that records email 
information for the selected reporting database. 
 
Note: 

If Multiple Connections is enabled, the list of reporting database will not be displayed. In this 

case scheduling may be enabled/disabled for the Ad Hoc instance, not by reporting connection. 

 
Under the Email Messages ǘŀōΣ ǘƘŜ {ȅǎǘŜƳ !ŘƳƛƴƛǎǘǊŀǘƻǊ Ŏŀƴ ǎŜǘ ǘƘŜ ǎǳōƧŜŎǘΣ άŦǊƻƳέ ŀŘŘǊŜǎǎΣ // 
addresses, and BCC addresses. 
 
The Subject attribute, which is required, is pre-populated with a special token (~ReportName) that will 
be replaced by the report name in the email. The subject line should retain this token, but may have 
additional information as well όŜΦƎΦ ά¢ƘŜ ϤwŜǇƻǊǘbŀƳŜ wŜǇƻǊǘΦ tƻǿŜǊŜŘ ōȅ !/a9έύ. 
 
The From attribute, which is required, is expected to contain an email-like address, however, it does not 
have to be an actual address. 
 
The CC and BCC attributes are not required. These must be valid email addresses. Multiple addresses 
must be separated a semi-colon or a comma. 
 
The Apply Changes button becomes enabled when any of the attribute values have changed. Click on 
the Apply Changes button to save the current values for the highlighted database. 
 
Under the Email Templates tab are the paths to html templates for scheduled reports, archive reports 
and broken subscriptions. The default location for each of the templates provided in the instance is the 
instance root/ahEmail folder. 
 
.ȅ ŘŜŦŀǳƭǘΣ ǎǳōǎŎǊƛōŜǊǎ ǘƻ ŀ ǊŜǇƻǊǘ ǿƛƭƭ ōŜ ƴƻǘƛŦƛŜŘ ƛƴ ǘƘŜ ŜǾŜƴǘ ǘƘŜ ǊŜǇƻǊǘ ōŜŎƻƳŜǎ άōǊƻƪŜƴέΦ ¢Ƙƛǎ 
behavior can be disabled by unchecking the Email Subscribers when their Subscriptions are broken 
checkbox.  
 
Click on the OK button to confirm any unsaved changes and dismiss the dialog. 
 
Note: 

Emailing refers to the delivery mechanism for reports. The automated, unattended execution 
of reports is handled by a scheduler. 

Both the scheduler service and the SMTP server access must be configured and enabled for 
reports to be scheduled through the Ad Hoc interface. If configured properly and enabled, the 
ά{ŎƘŜŘǳƭŜέ ŀŎǘƛƻƴ ǿƛƭƭ ōŜ ŀǾŀƛƭŀōƭŜ ƻƴ ǘƘŜ ǊŜǇort list page of the instance. 
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Archiving  
 

Ad Hoc allows reports to be stored in an archive. The System Administrator must configure and enable 

archiving for this feature to be used. Typically, the System Administrator will create both a physical 

archive folder and a related virtual directory in IIS. After they have been created, archiving has to be 

enabled for each database. 

 

The Configure Archive dialog may be accessed by 

 

¶ Clicking on Instance Configuration and then Archiving 

¶ Running the Configuration Wizard and selecting Archiving under the Advanced Options button 

¶ Clicking on Instance Configuration, then Application Settings, then the Other Features tab, and 

then the Configure Archiving button 

 

The Configure Archiving dialog will be displayed.  

 

 
 

The Configure Archiving dialog allows the System Administrator to identify the reporting database, 

physical archive folder, the associated virtual directory, select the archive format and enable archiving 

for the reporting database. 
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On the left is the list of report databases connected to the instance of Ad Hoc. Archiving is configured 

and enabled at the database level. To select a database, click on a row in the report database list. To 

select all report databases, click on the upper left corner of the list. 

 

To enable/disable archiving for all reporting databases, click on the Enable header. 

 

Note: 

If Multiple Connections is enabled, the list of reporting database will not be displayed. In this 

case scheduling may be enabled/disabled for the Ad Hoc instance, not by reporting connection. 

 

The Archive Report Format drop-down list will display the five archive formats (HTML, PDF, EXCEL, 

WORD and CSV). 

 

The Archive Folder attribute identifies the full path of the archive physical folder. Click on the Browse 

button to either select a folder or create a new folder. 

 

The Archive Web Path URL attribute identifies the web server and virtual directory for the archive. 

 

The Auto Archive checkbox determines whether all scheduled reports will be automatically archived for 

the reporting database. The scheduling interface within Ad Hoc will have the Archive and Format pre-set 

and non-editable if the Auto Archive checkbox is enabled. 

 

The Apply Changes button will become enabled when the information in the three attributes changes. 

Click on the Apply Changes button to record the changes to the archive information for the selected 

databases. 

 

Click on the OK button to confirm any unsaved changes and dismiss the dialog. 

 

Once the archiving parameters have been set, the Ad Hoc inǎǘŀƴŎŜ ǿƛƭƭ ŜƴŀōƭŜ ǘƘŜ άAdd to Archiveέ 

option from the schedule definition page and show a Show Archive action for each report in the report 

lists for which an archived report exists. 
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Note: 

Each reporting database may have a unique archive physical and virtual folder and store the 
reports in a different format. They may also share the archive configuration. 

 
Java - 

The web server may have to be restarted after configuring the archive for the archiving functions 
to perform properly. 
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Event Logging 
 

Ad Hoc permits the logging of key events into a database. Events include login, logout, running a report, 

creating a report, etc. Events are recorded for an Ad Hoc instance, across all databases connected to the 

instance. The System Administrator must 1) manually create a logging table (AdHocLog) in a database, 2) 

connect the database to the Ad Hoc instance, and 3) enable logging for the instance. 

 

Scripts are provided in the instance root/Database folder of the Ad Hoc instance for the creation of the 

AdHocLog table.  

 

The Configure Event Logging dialog may be accessed by 

 

¶ Clicking on Instance Configuration and then Event Logging 

¶ Running the Configuration Wizard and selecting Event Logging under the Advanced Options 

button 

¶ Clicking on Instance Configuration, then Application Settings, then the Other Features tab, and 

then the Configure Logging button 
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The Configure Event Logging dialog will be displayed with the Connection tab selected initially. 

 

 
 

Once the AdHocLog table has been created, a connection to the logging database must be created.  The 

dialog provides three techniques to identify the connection string for the logging database. 

 

¶ Use one of the Connection Wizard links 

¶ Click on the Edit Connection String button and manually provide the connection string 

¶ Click on the Pick a Connection button if the AdHocLog table was included in a database 

previously connected to the instance 
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Java - 

The suite of available connection links may be different. 

 

As always, click on the Test button to verify that the connection information supplied is correct. The Test 

button will verify that the database is accessible. It does not verify that the supplied credentials grant 

write permission to the table. 

 

The Enable Activity Logging checkbox will be enabled when a connection string exists. Event logging may 

be switched on and off with this checkbox. 

 

Clicking on the Logged Activities tab will show a list of actions that may be logged. 
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Individual events may be enabled or disabled by clicking on the related checkbox in the Log column. All 

events may be toggled by clicking on the Log column header. 

 

Highlighting the event will show the Logged Information in the right frame. 

 

Click on the OK button to record the settings and dismiss the dialog. 

 

Note: 

Although not a requirement for logging, the schema of the logging table may be ported into an 
Ad Hoc instance. The System Administrator may produce reports on the logging data for 
auditing and monitoring purposes, but restrict general access to the data object. 
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Note: 

After enabling logging, there is no visible indication within the Ad Hoc user interface that logging 

is active. 

 

The following table shows what information is logged for each log action available: 

 Logged Information 

Log Action 
Action 

Name 

Action 

Time 

stamp 

Host 

IP Addr 

Session 

Unique Id 
Username 

Group 

Name 

Affected 

User 

Name 

Conn. 
String 

Label 

Report 

File ID 

Report 

Name 

Report 

Type 

Run 

Report 

Action 

Durtn 

Session 

Durtn 
Affected 

Login 

 
      

         

Logout 

 

      

       
 

 

Create Report 

 
      

 
     

   

Modify Report 

 
      

 
     

   

Delete Report 

 
      

 
    

    

Rename Report 
      

 
    

    

Copy Report 

 
      

 
    

    

Move Report 

 
      

 
    

    

Schedule Report 
      

 
    

    

Unschedule 

Report 
      

 
    

    

Subscribe to 

Report 
      

 
    

    

Unsubscribe 

from Report 
      

 
    

    

Batch Subscribe 

to Report 
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 Logged Information 

Log Action 
Action 

Name 

Action 

Time 

stamp 

Host 

IP Addr 

Session 

Unique Id 
Username 

Group 

Name 

Affected 

User 

Name 

Conn. 
String 

Label 

Report 

File ID 

Report 

Name 

Report 

Type 

Run 

Report 

Action 

Durtn 

Session 

Durtn 
Affected 

Batch 

Unsubscribe 

from Report 
           

    

Run Report 

 

      

 
      

  

Create User 

 
      

        
 

Modify User 

 
      

        
 

Remove User 

 
      

        
 

Create Role 

 
      

        
 

Modify Role 

 

      

        
 

Remove Role 

 
      

        
 

Create User 

Group 
      

        
 

Modify User 

Group 
      

        
 

Remove User 

Group 
      

        
 

Create 

Relationship 
      

 
 

      
 

Modify 

Relationship 
      

 
 

      
 

Remove 

Relationship 
      

 
 

      
 

Create 

Permission 
      

        
 

Modify 

Permission 
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 Logged Information 

Log Action 
Action 

Name 

Action 

Time 

stamp 

Host 

IP Addr 

Session 

Unique Id 
Username 

Group 

Name 

Affected 

User 

Name 

Conn. 
String 

Label 

Report 

File ID 

Report 

Name 

Report 

Type 

Run 

Report 

Action 

Durtn 

Session 

Durtn 
Affected 

Remove 

Permission 
      

        
 

Create User-

Defined Column 
      

 
 

      
 

Modify User-

Defined Column 
      

 
 

      
 

Remove User-

Defined Column 
      

 
 

      
 

Create Virtual 

View 
      

 
 

      
 

Modify Virtual 

View 
      

 
 

      
 

Remove Virtual 

View 
      

 
 

      
 

Create 

Cascading Filter 
      

 
 

      
 

Modify 

Cascading Filter 
      

 
 

      
 

Remove 

Cascading Filter 
      

 
 

      
 

Create/Modify 

Session 

Parameter 
      

        
 

Remove Session 

Parameter 
      

        
 

Create/Modify 

Presentation 

Style 
      

        
 

Remove 

Presentation 

Style 
      

        
 

Modify Session 

Parameters for 

User Group 
      

 
 

      
 

Modify Report 

Settings 
      

 
 

      
 

Modify 

Application 

Settings 
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 Logged Information 

Log Action 
Action 

Name 

Action 

Time 

stamp 

Host 

IP Addr 

Session 

Unique Id 
Username 

Group 

Name 

Affected 

User 

Name 

Conn. 
String 

Label 

Report 

File ID 

Report 

Name 

Report 

Type 

Run 

Report 

Action 

Durtn 

Session 

Durtn 
Affected 

Create/Modify 

Data Format 
      

        
 

Remove Data 

Format 
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 Configure Reporting Databases  
 

Every Ad Hoc instance must have at least one reporting database connected to it and some portion of 

the schema of the database available for reporting. Regardless of the technique used to establish 

reporting database information in the metadata database, the goal is to configure it such that the end 

user can create robust, accurate reports on the data. 

Every reporting database must have: 

¶ A unique database name 

¶ A connection string that identifies the database, provider, and access credentials 

¶ All or some of the schema imported into the Ad Hoc metadata database 

¶ User-friendly names for the objects and columns 

Every reporting database should have: 

¶ Relationships between objects defined 

¶ Objects organized into categories, particularly when there are a large number of objects 

available to end users 

 

The Report Database Management action group contains all of the actions to properly establish and 

configure a reporting database. The Configuration Wizard may also be used to accomplish the same 

goal. 
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Clicking on the Report Database Management action group displays: 
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Report Database Connections  
 

To create and manage connections to reporting databases for an instance, click on the Report Database 

Connections action. A dialog with a list of existing reporting database connections will be presented. 

 

To create a new connection to a reporting database, click on the Add button. 

To modify existing connection information, highlight the connection in the list and click on the Edit 

button. 

To remove a reporting database connection, highlight the connection in the list and click on the Remove 

button. 
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Clicking on either the Add or Edit button will display the Report Database Configuration dialog. 

 

With this dialog and the related, subordinate dialogs the goal is to provide a friendly name for the 

reporting database and build the connection string to access the database. 

The Database Label is the name displayed in a Database drop-down list in the Ad Hoc interface when 

more than one database is available to the user for reporting. 

The Database Connection String area displays the associated connection string for the reporting 

database. 

The Connection Wizards frame presents links to various providers. The Oracle, MySQL, and PostgreSQL 

links are to the native client providers for the respective DBMS. 
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Java - 

The suite of connection links will be limited to Oracle, MySQL, and PostgreSQL. 

 

Command Timeout refers to the timeout period (seconds) for any request made to the reporting 

database. 

In addition to the Connection Wizard links, the connection string may be created and modified manually 

by clicking on the Edit Connection String button. 

Note: 

For Oracle connections, a Use ANSI checkbox will be presented. This checkbox determines the 

syntax generated to specify table relationships. If enabled, the syntax generated will be the 

newer ANSI standard (e.g. Left Outer Join, Right Outer Join, Inner Join). If disabled, the older 

table+ = table syntax will be generated. As a general rule, for Oracle 9i use the default, 

unchecked option. For later editions of Oracle, the Use ANSI option should be enabled. 

Whenever a connection string is created or modified, it is a good practice to click on the Test button to 

verify that the information provides access to the database. 

Click on the OK button to save the information. If there is no schema information in the metadata 

database related to the reporting database, the following dialog will offer the opportunity to run the 

Import Schema wizard. 

 

Clicking on the Yes button will launch the Import Schema wizard. Clicking on No will return to the Report 

Databases dialog and the list of existing connection strings. 

The Report Databases dialog may be dismissed by clicking the Close button. 






























































































































































































